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S No Title of the Paper Course 

Code 

Course Objectives Course Outcomes 
Relevance 

1 Security Strategies in 

Operating Systems 

CADC104 • To learn the fundamentals 

of security strategies in 

Operating Systems. 

• To Learn Operating 

system security tools. 

 

• Observe and Discuss the basics of  

       Information security. 

• Recognize, Elicit and Apply the  

      Authorization and access control 

• Observe and Discuss about Laws and 

       Regulations of the privacy policy 

• Recognize and Apply the fundamentals  

     of security strategies in Operating Systems. 

• Demonstrate and Practice the concepts  

      of the network security. 

• Analyze and Evaluate the Operating  

     system security tools 
 

national 

developmental 

needs 

2 Network Cyber 

Security 

CADC201 • To understand the basics 

of network cyber security. 

• To learn the issues in 

wireless networks and 

internet. 

 

• Understand and Describe about the basic 

     cyber security and Network security 

       aspects. 

• Describe and infer about the mechanisms 

      of firewall, intrusion detection system 

       and public cryptography. 

• Apply various cryptographic techniques  

      and analyze the protocols used.  

national 

developmental 

needs 
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• Compare different types of firewalls  

• Explore and understand different cyber  

      threats  

• Understand different defense mechanism 

      and develop a model for a specific 

       problem 

 


